
 

 
Privacy Policy 
 
§1. GENERAL PROVISIONS 
 

1. This Privacy Policy comes into force on 12 April 2019 and can be amended. In the case of 
persons who use the Website https://survicate.com, the Privacy Policy comes into force on 
the date indicated in clause 1, and there is no need to provide information on the changes 
introduced. In the case of the Users who have accepted the Rules and Regulations as well as 
the Privacy Policy, the provisions of the Rules and Regulations shall apply to the changes in 
the document’s applicability and providing information on such changes. The Rules and 
Regulations are available at URL address: https://survicate.com/terms. 

2. The Service Provider and the data controller of user data (clients), people subscribed to the 
newsletter and potential customers is Survicate sp. z o.o. with its registered office in Warsaw 
(postal code 02 – 786) at ul. Zamiany 8 LU2, entered into the register of entrepreneurs of the 
National Court Register kept by the District Court for the capital city of Warsaw in Warsaw, 
13th Commercial Division of the National Court Register under KRS number: 0000551025, 
NIP number: 9512390641, fully paid-up share capital: PLN 23,050.00, contact e-mail address: 
hello@survicate.com (hereinafter referred to as “Us”). 

 
§2. SECURITY 
 

1. The principles we follow: 
a) We respect the right to privacy. 
b) We take care of data, including personal data, security. The detailed information on 

protection of personal data can be found in the Rules and Regulations. 
c) Connection with our Website is encrypted. 
d) We do not request you to log on to the Account when we send invoices or any e-mail 

correspondence.  
e) We do not request you to provide data by e-mail. We always conduct verification 

after logging on to the Account. We would like to ask you for understanding if certain 
actions require confirmation and verification. In such a case we many ask you to log 
on to the Account. 

2. Using the Internet, choose only safe devices and networks. Do you know that when you log 
in a public WiFi network, the network administrator can see your data? If you use the 
Website at work, follow the security recommendations in force at your organization.  

3. If you receive an e-mail from us, it will be from one of the following e-mail addresses: 
hello@survicate.com  
payments@survicate.com 
gdpr@survicate.com 
 

  
§3.COOKIES  
 

1. Cookies are sent to Internet browsers, then stored in the memory of devices, and read by the 
server at each connection with the Website 

2. Cookies do not include any information which would enable third parties to gain access to 
your personal data or to get in touch with you by means of, e.g. e-mail or telephone. We 
would also like to point out that cookies do not allow the Service Provider or third parties 
access to your private device. 

3. We use the so-called technical cookies which enable correct use of the message transmission 
as well as remembering your settings and to create simple Website statistic



 

 
4. We use other cookies, including  

 
Name Domain Value example Type 
Newsletter_test survicate.com 1 Cookie 

__cfduid .survicate.com dd6190709b1bce82e3e440f9a382afa241526813129 Cookie 

_dc_gtm_UA-47498044-1 .survicate.com 1 Cookie 

_ga .survicate.com GA1.2.816118936.1526813131 Cookie 

_gid .survicate.com GA1.2.2142139177.1526813131 Cookie 

_ym_isad .survicate.com 2 Cookie 

_ym_uid .survicate.com 1526813132322254438 Cookie 

_ym_visorc_48211151 .survicate.com w Cookie 

ajs_anonymous_id .survicate.com %22d2f728d1-f350-48d8-a5fa-0d560ed8a0a2%22 Cookie 

ajs_group_id .survicate.com null Cookie 

ajs_user_id .survicate.com null Cookie 

fr .facebook.com 02kRAwRi8qMyX0UH0..BbAVHM...1.0.BbAVHM. Cookie 

i .yandex.ru w9sQpW/3j9HCDZckfvT2iiWSw0Edt9T4brIXc1My4Y+xF3M2XOFciODVO15trH7eYT3TnRZRZrTcb0P0XPg2Y+lrfB4= Cookie 

intercom-id-oevz15jg .survicate.com 4bb30621-c038-4d61-8645-be9196b49fd0 Cookie 

yabs-sid mc.yandex.ru 1125454311526813132 Cookie 

yandexuid .yandex.ru 5086519821526813132 Cookie 

yp .yandex.ru 1842173132.yrts.1526813132 Cookie 

ym48211151_lastHit 1,52681E+12 
localStora
ge 

_ym48211151_lsid 1,28855E+12 
localStora
ge 

_ym48211151_reqNum 5 
localStora
ge 

_ym_retryReqs  {} 
localStora
ge 

ajs_group_properties {} 
localStora
ge 

ajs_user_traits  {} 
localStora
ge 

debug  undefined 
localStora
ge 

intercom-state  

{"app":{"color":"#33A354","secondaryColor":"#33a354","name":"Survicate","features":{"inboundMessages":true,"outboundMessages":true,"anonymousInboundMessages":true,"realtimeCatchUp":true},"boundWebEvents":[],"inboundConversationsDisabled":false,"isInstantBootEnabled":true,"isHomeScreenEnabled":true,"isH
omeScreenLoadTestingEnabled":false,"isVisualRefreshEnabled":true,"alignment":"right","horizontalPadding":20,"verticalPadding":20},"launcher":{"isLauncherEnabled":true},"launcherDiscoveryMode":{"hasDiscoveredLauncher":false},"user":{"role":"visitor","locale":"pl","hasConversations":false},"message":{},"conversations"
:{"byId":{}},"operator":{"lastComposerEvent":0,"timers":[]}} 

localStora
ge 

survi::ZJeyrlsGabpVqlpdgbRRrBwWHNOTnBhh::visits-
count 1 

localStora
ge 

 
 
The privacy policies for external tools are set out here: 
https://docs.intercom.com/pricing-privacy-and-terms/privacy/updating-your-privacy-policy 
https://yandex.com/legal/privacy/ 
https://www.facebook.com/business/help/651294705016616 



 

How can I disable cookies? 
 

5. You decide about cookie processing by means of your browser settings. If you don’t want 
cookies to be processed, you can disable them (to this end, select relevant privacy setting in 
your browser). 

6. Disabling cookies on the internet browser may affect the manner in which the Website or the 
Services available on the Website or on other connected websites are displayed. 

 
 
§4. PERSONAL DATA 
 

In connection with the implementation of the requirements of Regulation (EU) 2016/679 of 
the European Parliament and of the Council of 27 April 2016 on the protection of individuals 
with regard to the processing of personal data and in the free movement of such data and 
repealing Directive 95/46 / EC (general regulation about data protection - hereinafter 
referred as "GDPR") we inform you that: 
 

1. The personal data processed by us is for the purpose of: 
a) performance of the contract or taking action at the request of the data subject, before 

concluding the contract (legal basis: Article 6 paragraph 1 point b of the GDPR), 
b) handling of inquiries (Article 6 (1) (f) of the GDPR), 
c) handling complaints (Article 6 (1) (b) of the GDPR), 
d) storing the documentation and fulfilling the legal obligations incumbent on the 

Administrator (Article 6 (1) (c) of the GDPR), 
e) sending the newsletter - this is done only on the basis of the consent given, if it has been 

expressed (Article 6 (1) (a) of the GDPR), 
f) monitoring and improving the quality of services provided, including support (Article 6 

(1) (f) of the GDPR). 
2. Providing data is voluntary, but necessary to use the Services. In the case of a newsletter, 

consent is voluntary and expressed by clicking a Subscribe button. 
3. If the person has consented to data processing (legal basis: Article 6 paragraph 1 point a of 

the GDPR), the data is processed until the consent is withdrawn, but after this period, we 
have right to be archived information on who and when and what he consented (for the 
purpose of determining, investigating or defending legal claims). In other cases, the data is 
processed for a period justified by the implementation of the goal (eg performance of the 
Agreement, answering questions, tax regulations, etc.) The processing period depends on the 
possibility of establishing, investigating or defending claims or when retention of data is 
required due to tax regulations. 

4. You have the right to access personal data, rectify, delete or limit their processing, the right 
to objection, the right to transfer data, the right to lodge a complaint with a supervisory 
authority. 

5. Transaction data, including personal data, are provided directly by the User to the External 
Payment Channel.  

 
 
§5. DATA RECIPIENTS 
 

1. We take advantage of services of the software development companies and ones which 
maintain ICT systems with which we have entered into relevant agreements. Such 
agreements cover the rules for data processing and confidentiality. These data are not made 
available, and none of those companies has the right to process the data in another way than 



 

the one set out in the agreement. Your data, if a company has access to them, may be 
processed only for the needs of the correct provision of the services. 

2. The newsletter service is provided by Autopilot with its registered office in the USA.. The 
data is transferred as confidential and is not owned by Autopilot. Data from the European 
Economic Area (EEA) are transferred on the basis of the data processing agreement and 
according to the decision of the European Commission Privacy Shield. Detailed information 
about how Autopilot processes data: https://www.autopilothq.com/legal/terms 
 
 
If you have any questions, please get in touch with us hello@survicate.com  


